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PURPOSE: This policy is intended to guide the Board in meeting HIPAA Security 

Administrative Safeguards requirements for risk analysis and risk management. The 

ADAMHS Board for Montgomery County applies risk management techniques to 

balance the needs and costs for security measures in its information security structure.  

When complete elimination of risk is unattainable, risk management offers a practical 

approach to balancing security with operational requirements and cost. 

 

POLICY:  

1. Periodic risk analysis will be conducted on all information systems, processes and 

physical areas in Board offices and facilities to address changing threats, 

vulnerabilities, and organizational priorities.   

 

2 The Board Risk Management Plan will be followed when conducting risk analysis 

and risk management.    Employees are expected to work to resolve any issues. 

 

 

REFERENCES: 

HIPAA Final Security rule, 45 CFR Parts 160, 162, and 164, Department of Health and 

Human Services, http://www.cms.hss.gov/hipaa/hipaa2/regulations/security/default.asp, 

February 20, 2003. 164.308(a)(1)(ii)(A), 45 CFR 164.308(a)(1)(ii)(B), 45 CFR 

164.306(a). 

 

"CMS Information Systems Security Policy, Standards and Guidelines Handbook", 

Centers for Medicare and Medicaid Services,  

http://www.cms.hhs.gov/it/security/docs/handbook.pdf, July 2004. 

 

“Risk Management Guide for Information Technology Systems”, Special Publication 

800-30, National Institute for Standards and Technology (NIST), 

http://csrc.nist.gov/publications/nistpubs/800-30/sp800-30.pdf, July 2002 
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